


• All access points shall be installed and configured in such a way as to comply with all 
security features of the wireless network, including restrictions to provide 
connections only to those users who are entitled to access as members of the 
University community. 

• No access points shall be installed on the Administrative segments of the network. 
There shall be NO exceptions. 

• The University reserves the right to disconnect and remove any access point not 
installed and configured by OIT personnel or specifically covered by prior written 
agreement and/or arrangement with OIT. In cases where the device is being used 
for specific teaching or research applications, OIT will work with faculty to 


